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How are threats to undersea cable networks evolving in the Indo-Pacific? How do national
perspectives differ, and what country-specific challenges exist that may require the
cooperation of additional partners? How can the US, Japan, and other countries that have
significant expertise with undersea cable technology cooperate with other state and non-state
actors to ensure the resilience of this critical infrastructure? How are undersea cables
connected to larger discussions about strategic competition, technology, economic security,
cybersecurity, maritime security, critical infrastructure, and other issues in the Indo-Pacific?

This conference will be held under the Chatham House Rule. Participants are free to use the
information received, but neither the identity nor the affiliation of the speaker(s), nor that of any
other participant, may be revealed.

Thursday, October 26, 2023

9:00 am Conference Check-In and Coffee with Refreshments

9:30 am Opening Remarks, Self-Introductions, and Group Photo

9:55 am Overview of Initial Project Themes and Framework
Kristi Govella, University of Hawai‘i at Mānoa



10:10 am Session 1: History, Security, and Critical Infrastructure

Speakers
● The Historical Context of Undersea Cable Development

Motohiro Tsuchiya, Keio University
● Critical Maritime Infrastructure Protection in the Indo-Pacific

Christian Bueger, University of Copenhagen
● Underwater Surveillance Technology: Lessons from the Past, Implications for

the Future
Mizuho Kajiwara, Keio University Global Research Institute

Discussants
● Denny Roy, East-West Center
● Christian Bueger, University of Copenhagen
● Mizuho Kajiwara, Keio University
● Motohiro Tsuchiya, Keio University

11:40 am Lunch for All Participants
Makana Room, Imin Conference Center

12:45 pm Session 2: The Quad Countries

Speakers
● India's Pointed-Alignment Strategy on Underseas Cables

Jagannath Panda, Stockholm Center for South Asian and Indo-Pacific Affairs
● Can Government Connect with Business over Cables? Improving

Public-Private Partnerships on Undersea Cables in the Pacific
Hayley Channer, United States Studies Centre, University of Sydney

● The Quad’s Trust Deficit and Protecting Undersea Communication Cables in
the Indo-Pacific
Brendon J. Cannon, Khalifa University

Discussants
● Akhil Ramesh, Pacific Forum
● Brendon Cannon, Khalifa University
● Hayley Channer, United States Studies Centre, University of Sydney
● Jagannath Panda, Stockholm Center for South Asian and Indo-Pacific Affairs

2:15 pm Coffee Break with Refreshments



2:45 pm Session 3: Southeast Asia and the Pacific Islands

Speakers
● Southeast Asian Approaches to the Security of Submarine Cables: Problems

and Prospects for Cooperation
Tara Davenport, National University of Singapore

● Southeast Asia Amid Regional Undersea Cable Competition
Elina Noor, Carnegie Endowment for International Peace

● Resilience and Security of Communications in Pacific Island States: The Role
of Cables
Amanda H. A. Watson, Australian National University

Discussants
● Tarcisius Kabutaulaka, University of Hawai‘i at Mānoa
● Tara Davenport, National University of Singapore
● Elina Noor, Carnegie Endowment for International Peace
● Amanda H. A. Watson, Australian National University

4:15 pm Day 1 Wrap-Up Comments
Kristi Govella, University of Hawai‘i at Mānoa

4:30 pm Day 1 Concludes

Friday, October 27, 2023

10:00 am Coffee with Refreshments

10:30 am Session 4: Cyber and Emerging Technology

Speakers
● The Rise of Cyber Power in the Indo-Pacific Area: The Case Study of

Submarine Cables
Luigi Martino, University of Bologna

● Emerging Technology and Undersea Cable Resilience in the Indo-Pacific
Ash Rossiter, Khalifa University

● Indo-Pacific Cable Protection: Bolstering Internet Resilience and Security
Justin Sherman, Atlantic Council



Discussants
● Kristi Govella, University of Hawai‘i at Mānoa
● Luigi Martino, University of Bologna
● Ash Rossiter, Khalifa University
● Justin Sherman, Atlantic Council

12:00 pm Lunch for All Participants
Makana Room, Imin Conference Center

1:15 pm Session 5: Project Framework Discussion

This session will begin with comments from Kristi Govella outlining some of the
main findings and themes that have emerged from the previous four sessions.
Senior advisors will then be invited to share their overarching impressions and
feedback from government and private sector perspectives. After these opening
thoughts, the discussion will be opened up to all participants to solicit ideas that
should be incorporated into the overarching project framework that will inform
both the policy briefs and the planned special issue of a scholarly journal.

2:30 pm Coffee Break with Refreshments

2:45 pm Session 6: Project Framework Discussion Wrap-up and Next Steps

This session will wrap-up any remaining discussion items from Session 5 and
conclude with announcements regarding next steps for the project participants
in terms of revisions and publication.

3:45 pm Concluding Remarks
Kristi Govella, University of Hawai‘i at Mānoa

4:00 pm Conference Concludes

This project was made possible by support from the Japan Foundation
in partnership with Keio University and Khalifa University.
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Abstracts
(alphabetical by author)

Critical Maritime Infrastructure Protection in the Indo-Pacific
Christian Bueger, University of Copenhagen

Journal Article

This paper starts out from the observation that the subsea cable data system is increasingly
embedded in other maritime infrastructures, such as undersea electricity cables, wind farms,
and within fishery and navigational zones. In consequence it is part of an increasingly dense
system of infrastructures and addressed by an expanding agenda of critical maritime
infrastructure protection (CMIP). Maritime infrastructure building has profound consequences
for the political geography of maritime regions. In a first step of analysis I discuss how
investments in maritime infrastructures reconfigure the Indo-Pacific and its strategic priority
areas. I then discuss threats to critical maritime infrastructures, arguing that these threats imply
new political convergences. This is followed by an exploration of institutional set ups through
which CMIP can be strengthened and organized.

The Quad’s Trust Deficit and Protecting Undersea Communication Cables in the
Indo-Pacific

Brendon J. Cannon, Khalifa University
Journal Article

Australia, Japan, India, and the U.S. are coordinating security activities as the Quad. From
maritime domain awareness to space exploration, the Quad seems to be doing a little bit of
everything. But when it comes to sensitive undersea cable networks over which 95% of the
world’s communications travel, it has only recently made statements. After outlining the
proliferating security threats to undersea communication cables in the Indo-Pacific, the article
defines the strengths and weaknesses inherent in the Quad and how these will impact its
collective will and capabilities to protect undersea cable networks. Building on theories of
informality in intergovernmental organizations and data collected via expert interviews, policy
prescriptions are outlined for both individual state members and the collective Quad. The
findings show that cables have been securitized by governments fearful of sabotage by
malicious state actors. Yet, the catalog of cable sabotage is thin while concerns about
espionage form a leitmotif that should not be ignored. Pooling resources will be difficult given
the complexity of cable networks and the host of private/public entities. Regulatory and legal
regimes also present barriers. While less sensitive areas such as the purchase and deployment
of cable repair ships could lead to Quad cooperation, they may be less-than-effective, highly



expensive, and complicate what are currently efficient repairs already undertaken by private
actors. Updating and syncing legal and regulatory regimes is also complicated given different
interpretations of UNCLOS and regional sensitivities. Prioritizing ICPC as a standard setting
agency would be a prospect that the Quad could agree on and possibly use as a venue for
engagement with China.

Can Government Connect with Business over Cables?
Improving Public-Private Partnerships on Undersea Cables in the Pacific

Hayley Channer, United States Studies Centre, University of Sydney
Policy Brief

As strategic competition between the United States and China intensifies, sub-sea cables are
emerging as a key battleground. Undersea cables are ripe for competition as they combine
elements of controlling communications and data, the potential for espionage, the geopolitics
of development assistance, and government interference in commercial business interests.
More secure access to the internet and telecommunications is of particular concern to Pacific
Island countries as many rely on a single lifeline cable connecting them to regional hubs.
Disruptions to undersea cables can cut internet and mobile services to islands for months, as
has been the case for Tonga and Solomon Islands. Since the announcement of its Digital Silk
Road in 2015, China has been increasing its technology investment in the Pacific. Over a
similar timeframe, the United States, working trilaterally with Australia and Japan and via the
Quad with India, have established their own rival cable projects. Thinking longer-term,
undersea cables cost multiple millions to establish and maintain, meaning the cost of remaining
in the sub-sea cable business is high. The capacity of the US and its allies to forge
public-private partnerships to manufacture, lay, connect, and maintain cables will determine
their scope to secure this critical strategic asset in the Pacific. This report assesses the
appetite within the Australian and Pacific private sectors to partner with the Australian, US and
other governments on undersea cables and provide secure telecoms to the Pacific.

Southeast Asian Approaches to the Security of Submarine Cables:
Problems and Prospects for Cooperation

Tara Davenport, National University of Singapore
Journal Article

Southeast Asia’s digital economy is growing rapidly and is estimated to reach $1 trillion by
2030. It is reported that 25 cable systems transverse Southeast Asian waters, with more
submarine cable systems set to be built to support Southeast Asia’s demand for capacity.
While the majority of incidents to submarine cables have been accidental, recent instances of
cable damage have highlighted the possibility of deliberate acts of sabotage against cables
and related infrastructure by state and non-state actors. There is also growing recognition of



the risk of cyber-attacks against the remote network management systems that manage
submarine cable systems. Given the importance of submarine cables to Southeast Asia, the
risk of disruption of communications and accompanying political, security and economic
ramifications, ensuring the security of submarine cable systems has gained increased
significance. To date, Southeast Asian States have not paid much attention to the security of
submarine cables, and national legal and policy frameworks have not kept up with the
exponential growth in the digital economy and the need to protect the physical infrastructure
that underpins it. Moreover, regional cooperation on ensuring the security of submarine cables
within the Association of Southeast Asian Nations (ASEAN) remains limited. To this end, this
article examines existing practices of Southeast Asian States on the protection of submarine
cables from national and regional perspectives, identifies gaps and makes recommendations
on what Southeast Asian States should do individually and within ASEAN to ensure the
resilience of this critical infrastructure.

Underwater Surveillance Technology: Lessons from the Past, Implications for the Future
Mizuho Kajiwara, Keio University

Policy Brief

During the Cold War, the United States enjoyed an overwhelming advantage after it succeeded
in building an undersea cable network with passive sonar called Sound Surveillance System, or
SOSUS, in the Arctic, Atlantic, and Pacific Oceans as a result of decades of R&D and
operational experience to detect and contain the erstwhile Soviet submarines. These networks
played a significant role in ending the Cold War and entrenching the United States' supremacy
in the underwater domain, which continues to date. The history of the so-called "secret
weapon" reveals that such a global network would not operate effectively enough without
managing operations intimately based on shared signal intelligence with its allies such as U.K,
Canada, Norway, Denmark in the Barents Sea, and Japan in the Sea of Okhotsk against
Soviet's bastion strategy. Emerging technologies pose some crucial challenges in the
Indo-Pacific Ocean today, with more countries operating submarines, seeking stealth, mobility,
and durability, and developing AI-equipped smaller and deployable UUVs (Unmanned
Underwater Vehicles). With its allies, Japan would be key to building capabilities for advanced
surveillance platforms to secure long existing or newly placed seabed cables, monitor several
choke points, and reduce vulnerability to counter potential competitors for rule-based maritime
order.



The Rise of Cyber Power in the Indo-Pacific Area: The Case Study of Submarine Cables
Luigi Martino, University of Bologna

Journal Article

Cyberspace has become the fifth domain of political and military dynamics in the 21st century.
Submarine cables play a crucial role as the backbone of the entire digital environment, with
97% of daily information exchanged on the internet relying on their usage. This makes them
"critical infrastructures of critical infrastructures," implying both technical and political
significance, with geopolitical implications on power detection and geographical extension.
One particularly important and sensitive area is the Indo-Pacific chokepoint region, subject to
rapidly evolving dynamics and varying national power perspectives. State actors such as
China, Japan, South and North Korea play relevant roles as regional actors with contrasting
agendas in terms of military, economic, technological, and political powers. Moreover,
international actors like China and the US confront each other in the Indo-Pacific, leading to
geopolitical consequences on ownership, safety, security, and confidentiality of submarine
cables and their information content. To ensure the resilience of these critical infrastructure, the
United States, Japan, and like-minded countries must reshape their collaborative approach,
moving from leniency to containment of competitor actors such as China and its
state-like-minded allies. Effective public-private partnerships between state and non-state
actors are necessary to align divergent interests and agendas. There is also a crucial question
regarding the validity and applicability of existing international law in the context of submarine
cables. Who is responsible for protecting these cables in international maritime areas? Are
these cables considered extensions of state jurisdiction when implemented by private actors?
This research paper employs a Qualitative Comparative Analysis (QCAs) methodology,
combining quantitative methods to collect and analyze data, and provide empirical evidence on
state and non-state actors' posture concerning cyber power exercised within the context of
submarine cables. The interconnections between undersea cables and broader discussions on
strategic competition, technology, economic security, cybersecurity, maritime security, critical
infrastructure, and other Indo-Pacific issues are vital for understanding cyber power
competition dynamics. The Indo-Pacific region serves as a significant case study to address
threats, challenges, and opportunities related to submarine cables.

Southeast Asia Amid Regional Undersea Cable Competition
Elina Noor, Carnegie Endowment for International Peace

Policy Brief

Discussions around undersea communication cables in Southeast Asia are typically framed in
economic, investment, and commercial terms. For industry and policy stakeholders in the
region, the main driver for access to these cables and their landing stations is to amplify digital
technology as a growth and development lever. Despite rising tensions around undersea cables



as another focal point of US-China competition and despite reports of Southeast Asian
companies increasingly being forced to make difficult decisions, there is little discourse in the
region about the implications of such pressures for the region. This paper will examine the
following questions for Southeast Asian public and private sector players as well as the
populations at the user end of the undersea cable value chain: What are Southeast Asia’s
stakes in undersea cable networks? What types of security – physical and cyber/data-related –
risks do the region’s stakeholders face that are inherent in these networks and that may be
amplified by Sino-American competition? What mitigating measures are being taken? How do
national perspectives converge and diverge, and where do they land at the Association of
Southeast Asian Nations (ASEAN) level? How have extra-regional partners such as the United
States, Japan, and others played a role in either alleviating or exacerbating challenges for
Southeast Asian stakeholders? Moving forward, how might Southeast Asian states assert their
agency in a meaningful way to secure their use of subsea cables? Relatedly, what are the
broader implications of these approaches for stakeholder decisions on technology, economic
security, cybersecurity, maritime security, and critical infrastructure writ large?

India's Pointed-Alignment Strategy on Underseas Cables
Jagannath Panda, Stockholm Center for South Asian and Indo-Pacific Affairs

Journal Article

As a major player in the Indian Ocean Region (IOR), and now the Indo-Pacific, underseas
cables are of the utmost strategic importance to India, in terms of both economy and national
security. Undersea cables not only enable high-speed data transfer for the private sector, but
are also critical to national communication networks, intelligence operations, and military
activities in the IOR. Their security and resilience against disruptions, damages, or cyberattacks
is hence a crucial aspect of India’s defense strategy. This necessitates high maritime domain
awareness capabilities, which requires working with like-minded countries. Through strategic
partnerships on securing undersea cables, like the India-France Synetique cable system, India
participates in intelligence sharing and maintenance activities and coordinates responses to
incidents. Sharing information on cable locations helps enhance digital connectivity and
resilience in the IOR. In terms of maintenance too, India pools its resources and expertise with
regional like-minded partners to lay new cables and upgrade existing ones. New Delhi’s
participation in IOR-centric regional forums offers a platform for such coordination.
Increasingly, India has been shifting to a pointed alignment strategy, wherein it pursues
focused engagement with certain strategic like-minded powers; considering the vital
importance of undersea cables to India’s overall security, New Delhi is implementing a similar
strategy on this issue.



Emerging Technology and Undersea Cable Resilience in the Indo-Pacific
Ash Rossiter, Khalifa University

Journal Article

It has long been observed that technological advances in the national security realm are
subject to an intense dialectical relationship. Any new source of the means to harm somebody
or something of value inevitably stimulates efforts to undercut, blunt, or negate it. This paper
looks at how developments across a range of technology areas is affecting the balance
between would-be attackers of undersea cable infrastructure and those defending it. In
particular, it asks examines which emerging technology is likely to be a boon for the former and
which for the latter in years ahead. In order to shed light on this broad issue – and to reach
some judgements about the overall evolving resilience of the undersea cable network – the
paper delves into these key technological interactions: detection versus avoidance; attack
vectors versus shields; and damage infliction versus repair. The conclusions drawn from this
paper will better arm policymakers and other interested parties to draw upon emerging
technologies to enhance the resilience of this essential infrastructure.

Indo-Pacific Cable Protection: Bolstering Internet Resilience and Security
Justin Sherman, Atlantic Council

Policy Brief

Submarine cables carry over 95% of intercontinental internet traffic yet remain
underappreciated by policymakers around the world. The Indo-Pacific region is an important
zone for subsea cables across investments, development, maintenance, and technological
innovation. Data centers and cloud infrastructure in the region further increase these cables’
importance to surrounding countries and the globe. This paper will evaluate submarine cable
security and resilience in the Indo-Pacific region, including by examining major investment and
development trends in the region; the cable licensing and security review mechanisms in
Japan, the Philippines, and other countries; and the region’s strategic and policy discussions of
submarine cable security and resilience. It will conclude by offering recommendations for the
Indo-Pacific, including in cooperation with the US and other partners, to improve the physical
security, cybersecurity, and resilience of this vital internet infrastructure.

The Historical Context of Undersea Cable Development
Motohiro Tsuchiya, Keio University

Journal Article

In the 19th century, the British Empire extended a network of undersea cables, known as the
"All Red Line," to its colonies around the world to expand trade and colonial rule. Countries
competed to lay undersea cables, but as of the beginning of the 20th century, 66% of the



undersea cables were owned by the British government and British companies. In the Pacific
Ocean Japan, which was rapidly emerging after the Meiji Restoration of 1868, connected
undersea cables to Okinawa, the Korean Peninsula, Taiwan, the Ogasawara Islands, and
Sakhalin to rule its oversea territories. On the other hand, the United States took the
opportunity of the Spanish-American War of 1898 to annex the Kingdom of Hawaii in order to
prevent the British Empire from connecting cables in the Pacific Ocean, and succeeded in
connecting undersea cables across the Pacific Ocean from the US west coast to Hawaii, Guam
and the Philippines. Undersea cables were extended to govern overseas territories in the 19th
and 20th centuries. After World War II, for a time satellites took over the leading role in
international communications, but with the advent of optical undersea cables, the geopolitics
and geoeconomics of cables are once again attracting attention.

Resilience and Security of Communications in Pacific Island States:
The Role of Cables

Amanda H. A. Watson, Australian National University
Journal Article

Building upon earlier work that mapped the undersea cables for Pacific Island nations, this
project would assess the resilience of access to telecommunications and the internet in those
countries. The number of cables connected to states varies from zero to more than two. The
importance of cables comes to the fore on occasions when they are damaged, thereby
reducing communication access for residents and businesses. The most notable outage was
when a volcanic eruption damaged Tonga’s sole cable in January 2022. Other recent
disruptions have been caused by an earthquake north of Papua New Guinea in September
2022 and a ship’s anchor in Solomon Islands in May 2023. In addition to the use of cables for
the transmission of telephone signals and internet data, telecommunication companies and
state-owned entities in Pacific Island countries avail themselves of satellite technologies as an
alternative source of connectivity. With the emergence of low earth orbit satellites, a complex
mapping exercise is necessary to ascertain existing connectivity options and their resilience.
The project will aim to identify risks to the resilience and security of communications in Pacific
Island states. Given that Pacific states are typically small in terms of population size and
economic turnover, the project may help to identify opportunities for development partners to
assist with improving the resilience of communication systems.
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Pacific Islands. In 2000, following two years of conflicts in Solomon
Islands, he participated in the peace talks in Townsville, Australia, as one of
the chief negotiators. Kabutaulaka comes from the Weather Coast of
Guadalcanal in Solomon Islands. He holds a Ph.D. in political science and
international relations from the Australian National University.

Mizuho Kajiwara is an Institute Member at Keio University’s Global
Research Institute (KGRI). Her current research covers game-changing
technologies in the underwater domain, maritime security, and the
U.S-Japan alliance. She authored U.S. Pacific Command (Tokyo:
Kodansha, 2017, in Japanese) and co-authored U.S. Pacific Command and
Asia: Security in the Indo-Pacific (Tokyo: Chikura Publishing Company,
2018, in Japanese). After working in the city news section at the Asahi's
Osaka Office, Mizuho Kajiwara began her career as a political reporter for
Asahi Shimbun covering the prime minister's office, the Ministry of Foreign
Affairs and the Liberal Democratic Party. She was previously a visiting
scholar at the University of Hawai’i, the Daniel K. Inouye Asia-Pacific
Center for Security Studies, and King’s College London and was also
awarded a Fulbright Fellowship and an Abe Fellowship. She holds a Ph.D.
from Keio University.

Brandt Kekoa Mabuni is a Resident WSD-Handa Fellow and Hawai’i
Asia-Pacific Affairs Leadership (APAL) Scholar at Pacific Forum. Currently
conducting research in energy transition and critical minerals, he is
interested in trade, capital markets, and geoeconomic trends. As a Hawai’i
local and clean energy advocate, he hopes to play a part in the rising role
that archipelagic states and societies will have in upholding a secure and
prosperous Indo-Pacific region. Prior to Pacific Forum, Brandt spent
several years in the financial industry. He holds a Master’s in Asian
International Affairs from the University of Hawai’i at Mānoa.

http://www.asahi.com/eco/sympo2010/en/speakers/index.htm


Luigi Martino is an Assistant Professor in the Department of Political and
Social Sciences at the University of Bologna. He conducts research in the
field of cybersecurity and international relations. His research interests
primarily lie at the intersection of technology and policy, exploring the
impact of the cyber domain on the international system. He also
investigates diplomatic initiatives undertaken in cyberspace and explores
models of public-private partnerships for protecting critical infrastructures
from cyber attacks. Currently, his research is centered around national and
international policies aimed at mitigating the risks posed by cyber threats.
Since 2015, Luigi Martino has served as adjunct professor in ICT Policies
and Cyber Security at the "Cesare Alfieri" School of Political Sciences at
the University of Florence where he directs the Center for Cyber Security
and International Relations Studies. He holds a Ph.D. in Human Rights and
Global Politics from the Scuola Superiore Sant'Anna in Pisa.

Charles Morrison is a Senior Fellow at the East-West Center. He has held
several positions at the Center, including president from August 1, 1998
through December 30, 2016. In these capacities he has had extensive
involvement in the conceptualization, organization and funding of
multilateral, policy-oriented education, research and dialogue projects. He
is a strong advocate of the concept of Asia Pacific community. His
expertise includes the Asia Pacific Economic Cooperation (APEC) forum;
Asia Pacific international relations, economic issues, and security issues;
US-Asia policy, and trade policy. He holds a Ph.D. in international relations
from Johns Hopkins School of Advanced International Studies.

Elina Noor is a Senior Fellow in the Asia Program at the Carnegie
Endowment for International Peace where she focuses on developments in
Southeast Asia, particularly the impact and implications of technology in
reshaping power dynamics, governance, and nation-building in the region.
Prior to joining Carnegie, Elina was Director of Political-Security Affairs and
Deputy Director of the Washington, D.C. office at the Asia Society Policy
Institute, Associate Professor at the Daniel K. Inouye Asia-Pacific Center
for Security Studies, Director of Foreign Policy and Security Studies at the
Institute of Strategic and International Studies Malaysia, and part of the
Brookings Institution’s Project on US Relations with the Islamic World. She
holds an LL.M from the London School of Economics and an M.A. in
security studies from Georgetown University.



Albert (Al) Ogata is President and CEO of CyberHawaii, an information
sharing and analysis non-profit organization committed to developing and
enhancing Hawaii’s cybersecurity capabilities. He has more than 40 years
of experience in technology, information systems, risk management,
compliance and operations. Prior to joining CyberHawaii, Ogata was the
chief operating, technology and compliance officer at Hawai‘i Health
Information Exchange and held several position at Hawai‘i Medical Service
Association (HMSA) including assistant vice president of information
security and emergency response services, chief information security office
and director of information protection and privacy. While at HMSA, he had
been responsible for developing the organization’s overall cyber security
policies with oversight of information protection, physical security,
business continuity and emergency response, HIPAA privacy, and more.
Ogata holds a B.S. in Mechanical Engineering from the University of
California, Berkeley.

Jagannath Panda is the Head of the Stockholm Center for South Asian
and Indo-Pacific Affairs (SCSA-IPA). He is also the Editor for ISDP. In
addition to his primary appointment at ISDP, Dr. Panda is the Director for
Europe-Asia Research Cooperation at the Yokosuka Council on
Asia-Pacific Studies (YCAPS) and a Senior Fellow at The Hague Centre for
Strategic Studies (HCSS). Jagannath’s research focuses primarily on
India’s relations with Indo-Pacific powers (China, Japan, Korea, USA);
China-India relations, EU-India Relations; and EU’s infrastructure,
connectivity and maritime initiatives in Indo-Pacific. He is the Series Editor
for Routledge Studies on Think Asia. His publications include
India-Japan-ASEAN Triangularity (Routledge: 2022), Quad Plus and
Indo-Pacific (2021), Scaling India-Japan Cooperation in Indo-Pacific and
Beyond 2025 (2019), and The Korean Peninsula and Indo-Pacific Power
Politics: Status Security at Stake (2020). He holds a Ph.D. from Jawaharlal
Nehru University

Akhil Ramesh is a Resident Fellow at Pacific Forum. He previously worked
with the Australian Department of Foreign Affairs and Trade. Prior to that,
based out of New York City, worked as a project coordinator and lead of
the mapping project of China’s Belt and Road Initiative at the East West
Institute. With research interests at the nexus of geo-economics and
security policy, he is currently working on a number of projects related to
infrastructure development in Asia, supply chains, and grand strategy in
the Indo-Pacific. His analysis has been widely published across global and
regional journals such as Nikkei Asia, South China Morning Post, The Hill,
The Diplomat, National Interest, Economic Times, and Hindustan Times. He
holds an M.S. from New York University.



Benjamin Reilly is an Adjunct Senior Fellow at the East-West Center,
focusing on research and engagement in public policy and international
relations across the Indo-Pacific region. His current research looks at
electoral reform and ranked choice voting in the United States, the design
of political institutions in East Asia, and the micro-foundations of
democratic alliances. His previous roles have included Professor of
Political Science at the University of Western Australia, Dean of the Sir
Walter Murdoch School, and Director of the Centre for Democratic
Institutions in the Crawford School of Public Policy at the Australian
National University. Benjamin’s career has moved between academia,
government, and international organizations. He has previously served with
the United Nations, the International Institute for Democracy and Electoral
Assistance and the Australian government. He has advised over 20
countries on issues of electoral system design and constitutional reform.
He holds a Ph.D. in Political Science from the Australian National
University.

Ash Rossiter is an Associate Professor of International Security at Khalifa
University. He is the author of Security in the Gulf (2020). Ash also has
published widely on technology and international security, strategy,
warfare, comparative defense industries, and the changing military balance
in the Indo-Pacific. His work has appeared in peer-reviewed journals such
as Intelligence & National Security, Defence Studies, Parameters,
Diplomacy & Statecraft, Small Wars & Insurgencies, Middle Eastern
Studies, as well as many other outlets. He has written numerous policy
reports and evaluations for several governments. Before entering
academia, Ash pursued a career across the Middle East spanning both
governmental and private sectors. He holds a Ph.D. from the University of
Exeter.

Denny Roy is a Senior Fellow at the East-West Center. His interests
include not only traditional military-strategic matters and foreign policy, but
also international relations theory and human rights politics. Recently,
Denny has written on Chinese foreign policy, the North Korea nuclear
weapons crisis, China-Japan relations, and China-Taiwan relations. Before
joining the East-West Center, Denny was a Professor at the Daniel K.
Inouye Asia-Pacific Center for Security Studies and a faculty member in
the National Security Affairs Department at the Naval Postgraduate School.
Roy’s publications include Return of the Dragon: Rising China and
Regional Security (2013), The Pacific War and its Political Legacies (2009),
and Taiwan: A Political History (2003), and China's Foreign Relations (1998).
He has also written many articles for scholarly journals such as
International Security, Survival, Asian Survey, Security Dialogue,
Contemporary Southeast Asia, Armed Forces & Society, and Issues &
Studies. He holds a Ph.D. in Political Science from the University of
Chicago.



Justin Sherman is a Nonresident Fellow at the Atlantic Council’s Cyber
Statecraft Initiative, where his work focuses on internet geopolitics,
governance, and security as well as Russian and Indian technology policy
and strategy. He is also the founder and CEO of Global Cyber Strategies, a
Washington, DC-based research and advisory firm, and a senior fellow at
Duke University’s Sanford School of Public Policy, where he leads its data
brokerage research project and lectures on cybersecurity, privacy, and
technology policy. Justin has written hundreds of articles and numerous
reports, book chapters, journal articles, and privately commissioned
assessments. He previously held positions at New America, the National
Security Agency’s Laboratory for Analytic Sciences, and the Tech, Law, &
Security Program at American University Washington College of Law. He
holds an M.A. in Security Studies from Georgetown University.

Dennis Teranishi is President and CEO of the Pacific International Center
for High Technology Research (PICHTR), where he has been a board
member since 1997. PICTHR is a nonprofit organization that accelerates
technology commercialization to increase security, safety and economic
opportunities in Hawaii and the Asia-Pacific. Its focus is on renewable
energy, agriculture, disaster management and dual-use technology. He
also serves as a member of the Board of Hawaiian Host, Inc.; Island
Holdings, Inc.; Island Insurance Co., Ltd.; and as an Executive Advisor to
ITO EN (USA) Inc. Before joining PICHTR, Teranishi was CEO of Hawaiian
Host, Inc. for 14 years. Prior to that, he worked for 19 years at AMFAC,
Inc., ending his tenure as president of AMFAC Agribusiness, Inc. He was
honorably discharged as a Captain in the U.S. Army. Teranishi holds an
M.S. in soil chemistry and plant nutrition from the University of Hawai‘i.

Motoyoshi Tokioka is a Senior Strategy Professional in Submarine
Networks at NEC. He has also served as an executive committee member
at SubOptic, a non-profit organization that helps submarine cable
community's growth and development. Motoyoshi has over 30 years of
experience in the international telecommunications system supply market,
always working closely with world-class telecommunications operators,
public and private organizations. He served as Vice Chairman for the
SubOptic 2007 Program Committee. He holds an MBA from the Graduate
School of International Management at Aoyama Gakuin University.



Motohiro Tsuchiya is the Vice-President for Global Engagement and
Information Technology at Keio University and a Professor at Keio
University Graduate School of Media and Governance. He is interested in
the impact of the information revolution on international relations; global
governance and information technologies; and cyber security. Prior to
joining the Keio faculty, he was associate professor at Center for Global
Communications (GLOCOM), International University of Japan. He served
as deputy director of Keio University Global Security Research Institute
(G-SEC) from 2009 to 2013, and was an expert member of the Information
Security Policy Council (ISPC) of the Japanese government from 2009 to
2013. He served as dean of Faculty of Policy Management at Keio
University from October 2019 to July 2021. His books include Information
and Global Governance (2001), Net Politics (2003), Network Power (2007),
Intelligence and National Security (2007), Network Hegemony (2011), Cyber
Terror (2012), and Cyber Security and International Relations (2015). He has
also co-authored more than 20 books. He holds a Ph.D. in media and
governance from Keio University.

Suzanne (Suzy) Puanani Vares-Lum is the President of the East-West
Center. She launched a new strategic plan that advances the Center’s
Congressionally-mandated mission to promote understanding and
relationships among people and nations of the United States, Asia, and
Pacific through cooperative study, research, and dialogue. As a retired
Major General with 34 years of service, Vares-Lum has held key roles
addressing priority national security challenges in the region. She brings
decades of executive leadership and planning experience, culminating in
over five years serving with and advising the most senior officials at US
Indo-Pacific Command, where she cultivated and supported key
relationships with nations throughout the Indo-Pacific region. She also
serves on non-profit boards including the Pacific International Center for
High Technology Research. She holds a Master of Education in Teaching
from the University of Hawaiʻi at Mānoa and a Master of Strategic Studies
from the US Army War College.

Amanda H. A. Watson is a Research Fellow at the Department of Pacific
Affairs at Australian National University (ANU). Her research interests
include digital technology in the Pacific, mobile phones in Papua New
Guinea and strategic uses of information and communication technologies
in development efforts. She has published in various academic journals,
including Mobile Media and Communication, Pacific Journalism Review,
Media Asia, Australian Journalism Review and The Australian Journal of
Emergency Management. Prior to joining ANU, Amanda taught at the
University of Papua New Guinea’s School of Business and Public Policy
under the ANU-UPNG Partnership and worked as a researcher on the use
of mobile phones in development. She holds a Ph.D. from Queensland
University of Technology.



Belinda A. Yeomans is a Professor at the Daniel K. Inouye Asia-Pacific
Center for Security Studies (DKI APCSS). With an emphasis on Japan and
Northeast Asia, her research areas include US national security policy and
defense strategy in the Indo-Pacific region; America’s security architecture;
US security alliances and partnerships; security cooperation; and defense
operations. Prior to joining DKI APCSS, Dr. Yeomans worked for various
academic research centers, federal government agencies, and nonprofit
organizations, including the US-Japan Council’s Silicon Valley Japan
Platform, the US-Asia Security Initiative and the Taiwan Democracy &
Security Project at Stanford University’s Freeman Spogli Institute for
International Studies. She holds a Ph.D. in Political Science from Stanford
University.

Garret Yoshimi is the University of Hawaiʻi system’s Vice President for
Information Technology and Chief Information Officer (VPIT/CIO),
responsible for UH systemwide information technology systems and
services. Yoshimi provides executive leadership in collaboratively setting
forth the overall vision, goals, strategies and plans for the effective and
appropriate use of information technologies to advance the UH System.
Prior to serving as UH VPIT/CIO, Yoshimi was vice president and chief
operating officer for eWorld Enterprise Solutions. He brings to the
university more than 35 years of experience in information technology in
both the public and private sectors in Hawaiʻi. He has served as the first
CIO for the Hawaiʻi Judiciary, senior technology executive for the
East-West Center, and CIO for DTRIC Insurance. A native of Honolulu,
Garret holds a B.S. in Electrical Engineering from Purdue University and a
Graduate Certificate in Telecommunications and Information Resource
Management from the University of Hawaiʻi at Mānoa.




